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1	Discussion
[bookmark: _Hlk85614707]This paper is to propose a new solution on KI#8.
The KI#8 is as below:
In some XR services, the end point for those XRM service is not the UE but is the tethered device behind the UE, e.g. AR glasses tethering the cell phone. The traffic from tethered devices may require differentiated QoS handling.
-	Study whether and how to identify traffic flows from the tethered devices behind the UE from the uplink traffic (e.g. traffic from different tethered devices may be mapped to different QoS Flows to enable QoS differentiation).
NOTE:	At the conclusion phase, it will be determined whether the solution is also applicable to 5G RG.
In order to support 5GS can identify the traffic from different Tethered UE behind the 5G connected UE, this solution propose to enhancement the UPF to detect the tethered UE traffics based on the QUIC connection ID(s).
As the figure below shows, when the tethered UE(s) appear behind the 5G connected UE, the 5G UE will replace the UL traffic source IP address(IP of AR glass1) into 5G UE IP address(which is allocated by SMF/UPF), and may allocate an individual Port number to help 5G UE identify the DL traffic to which Tethered UE. Therefore the NG-RAN and 5GC cannot identify the Tethered UE(s) as well as the traffics from/to Tethered UE(s).
In this solution, the proposed method is below:
Considering the NG-RAN and 5GC cannot identify the traffic from/to Tethered UE(s) at least in IP layer, it is propose to use QUIC connection ID to identify the traffics.
-  The Tethered UE has a client to request one QUIC connection with the AS. And then a QUIC connection ID can be allocated.
-  AS has the knowledge of QUIC connection ID and the corresponding UE IP address.
-  AF may request the NEF with providing UE IP address, QoS parameters, QUIC connection ID, to request the PCF generates the corresponding policy to identify the Tethered UE traffic and providing suggested QoS guarantee.(checking 23.501)
- PCF generates the corresponding policy to identify the Tethered UE traffic and providing PCC rules to SMF.SMF generate the N4 rules to help UPF identify the tethered UE traffic with considering QUIC Connection ID.
- Based on the N4 rule from SMF, the UPF accepts the UL traffic and identifies the QUIC connection identifier(the Source Connection ID, as defined in RFC 9000) in the packets. Then the UPF reports the detection to SMF to support the CDR generation for specific traffic.
- For DL, the UPF identifies the QUIC connection identifier(the Destination Connection ID, as defined in RFC 9000) in the packets and classify the packets into different QoS flows.

NOTE：It is depending on 5G UE implementation to identify the Tethered UE UL traffic and classify the traffics to different QoS flow with different QoS handling.


2	Proposal
[bookmark: _Hlk513714389]It is proposed to include the below changes into TR 23.700-70 v0.4.0.
[bookmark: _Toc23254036][bookmark: _Toc22214903]
FIRST CHANGE 
[bookmark: _Toc23402418][bookmark: _Toc30694627][bookmark: _Toc23402388][bookmark: _Toc57530236][bookmark: _Toc54930305][bookmark: _Toc43906765][bookmark: _Toc50536533][bookmark: _Toc160460532][bookmark: _Toc44311891][bookmark: _Toc57236595][bookmark: _Toc57236432][bookmark: _Toc26431229][bookmark: _Toc26386423][bookmark: _Toc54968110][bookmark: _Toc22192650][bookmark: _Toc43906649][bookmark: _Toc57532437][bookmark: _Toc16839382][bookmark: _Toc93070687][bookmark: _Toc92875663][bookmark: _Toc500949101]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
	Solutions
	Key Issue #

	
	<KI #1>
	<KI#2>
	<KI#3>
	<KI#4>
	<KI#5>
	<KI#6>
	<KI#7>
	<KI#8>
	<KI#9>

	#1: PDU Set content ratio awareness at RAN
	x
	
	
	
	
	
	
	
	

	#2: Discarding of redundant PDUs (FEC) and reporting
	x
	
	
	
	
	
	
	
	

	#3: FEC mechanism and PSI based PDU Set QoS Handling Enhancement
	x
	
	
	
	
	
	
	
	

	#4: PDU Set FEC-based PDU Set QoS Handling
	x
	
	
	
	
	
	
	
	

	#5: PDU Set Handling and Information marking …for PSDB/PSER/PSIHI
	x
	
	
	
	
	
	
	
	

	#6: Enhanced Alternative QoS Profiles for PDU set based QoS handling
	x
	
	
	
	
	
	
	
	

	#7: Enhancing alternative QoS profile …PDU set QoS parameters
	x
	
	
	
	
	
	
	
	

	#8: Consistent PDU Set Handling between AF and 5GS
	x
	
	
	x
	
	
	
	
	

	#9: PDU Set information identification for encrypted traffic
	
	x
	
	x
	
	
	
	
	

	#10: PDU Set information identification based on MoQ
	
	x
	
	
	
	
	
	
	

	#11: RTP over QUIC based Encrypted Traffic …QoS flows mapping
	
	x
	
	
	
	
	
	
	

	#12: Obfuscated Metadata to Classify Payload in Encrypted Media Packets
	
	x
	
	x
	x
	
	
	
	

	#13: Multiple DSCP markings per QoS Flow
	
	
	x
	
	
	
	
	
	

	#14: Extending Packet Filter … within a single transport connection
	
	
	
	x
	
	
	
	
	

	#15: Traffic Detection and QoS mapping for XR and Media services
	
	
	
	x
	
	
	
	
	

	#16: AS based trigger of data boost handling with reflective QoS
	
	
	
	
	x
	
	
	
	

	#17: L4S in non-3GPP access networks
	
	
	
	
	
	x
	
	
	

	#18: PDU Set handling in wireline/wireless non-3GPP access
	
	
	
	
	
	
	x
	
	

	#19: Alternative PDU Set QoS parameters to support differentiated QoS handling and ... Exposure
	x
	
	
	
	
	
	
	
	x

	#20: Nominal PSDB
	x
	
	
	
	
	
	
	
	

	#21: Enhancing PDU Set QoS Handling with Dynamic FEC Related Information Marking in GTP-U
	x
	
	
	
	
	
	
	
	

	#22: The handling UL PDU Set QoS parameters
	x
	
	
	
	
	
	
	
	

	#23: PDU set discard based on PDU sets correlation info from AS/AF
	x
	
	
	
	
	
	
	
	

	#24: PDU set identification ...fully encrypted using a tunneled connection over N6
	
	x
	
	
	
	
	
	
	

	#25: Preconfigured N6 tunnelling and GTP-U header extension for ... PDU Set-related information
	
	x
	
	
	
	
	
	
	

	#26: PDU Set identification for end-to-end encrypted traffic
	
	x
	
	
	
	
	
	
	

	#27: Differentiated Handling for Transporting Encrypted XRM traffics Using Metadata over N6
	
	x
	x
	x
	
	
	
	
	

	#28: QoS Flow Mapping Considering the PSI for Multiplexed Data Flows
	
	
	
	x
	
	
	
	
	

	#29: Support for multiplexed media traffic using RTP header inspection
	
	
	
	x
	
	
	
	
	

	#30: Support of dynamic change of traffic burst size
	
	
	
	
	x
	
	
	
	

	Solution #X: Identifying the tethered UE traffic with QUIC connection ID
	
	
	
	
	
	
	
	x
	



NEXT CHANGE (all the text is new)
6.x	Solution #X: Identifying the Tethered UE traffic with QUIC connection ID
[bookmark: _Toc151529370][bookmark: _Toc148441677][bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc151529480][bookmark: _Toc93070685]6.x.1	Key Issue mapping
This solution addresses Key Issue #8.
[bookmark: _Toc160460535]6.X.2	Description
In order to support 5GS can identify the traffic from different Tethered UE behind the 5G connected UE, this solution propose to enhancement the UPF to detect the tethered UE traffics based on the QUIC connection ID(s).
As the figure below shows, when the tethered UE(s) appear behind the 5G connected UE, the 5G UE will replace the UL traffic source IP address(IP of AR glass1) into 5G UE IP address(which is allocated by SMF/UPF), and may allocate an individual Port number to help 5G UE identify the DL traffic to which Tethered UE. And in this case, the NG-RAN and 5GC cannot identify the Tethered UE(s) traffics for UL and DL.
[image: 11111]
Figure 6.X.2-1: QUIC connection between Tethered UE and AS
In this solution, it is proposed to use QUIC connection ID to identify the traffics and the following aspects are proposed:
-  After the PDU session establishment, the Tethered UE(the client in the tethered UE) requests one QUIC connection with the AS(Application Server). And then a QUIC connection can be established and the connection ID can be generated by the AS.
-  AS has the knowledge of QUIC connection ID and the corresponding UE IP address.
-  AF sends a request to NEF with using Nnef_AFsessionWithQoS_Create request message, and in this message, AF provides UE address, QUIC connection ID(s), Flow description information, QoS Reference or individual QoS parameters.
-  PCF derives the required QoS parameters of the PCC rule based on the information provided by the NEF. The PCC rule also contains the Packet Filters with QUIC connection ID(s) to identify the Tethered UE traffic.
-  SMF generates the N4 rules based on the PCC rule and sends the Packet Filters with QUIC connection ID(s) to UPF.
-  Based on the N4 rule from SMF, the UPF accepts the UL traffic and identifies the QUIC connection identifier(the Source Connection ID, as defined in RFC 9000) in the packets. Then the UPF reports the detection to SMF to support the CDR generation for specific traffic. For DL, the UPF identifies the QUIC connection identifier(the Destination Connection ID) in the packets and classify the packets into different QoS flows.
NOTE：It is depending on 5G UE implementation to identify the Tethered UE UL traffic and classify the traffics to different QoS flows with different QoS handling.

[bookmark: _Toc148441679][bookmark: _Toc151529482][bookmark: _Toc151529372][bookmark: _Toc510604409][bookmark: _Toc326248711][bookmark: _Toc92875664][bookmark: _Toc93070688]6.x.3	Procedures
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Tethered UE
UE
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NEF
AF
AS
4. Npcf_SMPolicyControl_UpdateNotify request 
3.Npcf_PolicyAuthorization_Create request
2. Nnef_AFsessionWithQoS_Create Request
SMF
6.UPF detects the UL/DL traffics 

0. PDU Session Establishment

1. A QUIC connection established between Client in the Tethered UE and the AS



5. N4 Session Modification Request and Response 


UL traffic from Tethered UE to AS

DL traffic from AS to Tethered UE


7. N4 Session Report 









Figure 6.x.3-1: Procedure for AF assisted UPF detection for Tethered UE traffic
0. The UE is registered and established PDU Session follows existing procedures.
1. The Tethered UE is access to 5G UE by implementation. A QUIC connection is established between Tethered UE and AS in application layer.
2.	AF sends a request to NEF with using Nnef_AFsessionWithQoS_Create request message, and in this message, AF provides UE address, QUIC connection ID(s), Flow description information, QoS Reference or individual QoS parameters.
3.	PCF derives the required QoS parameters of the PCC rule based on the information provided by the NEF. The PCC rule also contains the Packet Filters with QUIC connection ID(s) to identify the Tethered UE traffic.
4-5. SMF generates the N4 rules based on the PCC rule and sends the Packet Filters with QUIC connection ID(s) to UPF.
6. Based on the N4 rule from SMF, the UPF accepts the UL traffic and identifies the QUIC connection identifier(the Source Connection ID, as defined in RFC 9000) in the packets. Then the UPF reports the detection to SMF to support the CDR generation for specific traffic. For DL, the UPF identifies the QUIC connection identifier(the Destination Connection ID) in the packets and classify the packets into different QoS flows.
7. Based on the SMF event report request, when the UPF detects the UL/DL of the traffic from tethered UE, UPF reports the traffic information e.g.Usage Reporting for the tethered UE traffic, to the SMF. 
  

[bookmark: _Toc151529483][bookmark: _Toc151529373][bookmark: _Toc148441680]6.x.4	Impacts on existing services, entities and interfaces
AF: Provides QUIC conection ID(s) to NEF
PCF: Generates PCC rules with QUIC connection ID(s).
SMF Generates the N4 rules and sends Packet filters to UPF with QUIC connection ID(s).
UPF: Traffic detection with QUIC connection ID(s), and a new event reporting for Tethered UE traffic detection.



End of CHANGE
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